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Introduction

Introduction

YealinkIP phones with Teamsfirmware enable a new era in unified communications. It is
designed to work with Microsoft® Teams

Yealink Teams IP phones are full-featured telephones that can be plugged directly into an IP
network and can be used easily without manual configuration.

This guide provides instructions on how to configure Yealink Teams IP phones with the
minimum settings required. Yealink Teams IP phones support FTP, TFTP, HTTP, and HTTPS
protocols for auto provisioning and are configured to use the TFTP potocol by default.

The purpose of this guide is to serve as a basic guidance forprovisioning Yealink Teams IP
phones, including:

Yealink T58A

Yealink T56A

Yealink CP960

The auto provisioning process outlined in this guide applies to Yealink TS8A/T56A/CP960
Teams phones running firmware version 20 or later. We recommend that Teams phones
running the latest firmware CANNOT be downgraded to an earlier firmware version. The new
firmware is compatible with old configuration parameters, but not vice versa.
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Getting Started

Getting Started

This section provides instructions on how to get ready for auto provisioning. To begin the auto
provisioning process, the following steps are required:

Obtaining Boot, Configuration and Resource Files

Obtaining Phone Information

Obtaining Boot, Configuration and Resource Files

Boot Files

The phone tries to download the boot file first, and then download the configuration files

referenced in the boot file during auto provisioning. You can select whether to use the boot file

or not according to your deployment scenario. If required, you need to obtain the template boot

file named as JyO000000000000.bootDZbefore auto provi

You can use a boot file to specify which configuration files to be downloaded for specific phone
groups by phone model identity, and customize the download sequence of c onfiguration files. It
is efficient for you to provision phones in different deployment scenarios, including all phones,

specific phone groups, or a single phone.

The configuration files referenced in the boot file are flexible: you can rearrange the
configuration parameters within the Yealink-supplied template configuration files or create your
own configuration files from configuration parameters you want. You can create and name as
many configuration files as you want and your own configuration files can contain any

combination of configuration parameters.

Configuration Files

Before provisioning, you also need to obtain template configuration files. There are two
configuration files both of which are CFG-formatted. We call these two files Common CFG file
and MAC-Oriented CFG file.

The configuration files contain parameters that affect the features of the phone. You can use the
configuration files to deploy and maintain a mass of Yealink IP phones automatically.

You can create and name as many configurationfiles as you want (e.g., features.cfg) by using the
template configuration files. The custom configuration files can contain the configuration
parameters of the same feature modules for all phones.
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Resource Files

When configuring some particular features, you may need to upload resource files to the
phones, such aspersonalized AutoDSTfile and language package file. Resource files are
optional, but if the particular feature is being employed, these files are required.

Yealink supplies the following resource file templates:

Feature Template File Name

DST AutoDST.xml

For example,

000.GUI.English.lang
Language Packs
1.English_note.xml

1.English.js

Obtaining Template Files

You can ask the distributor or Yealink FAEor template files. You can also obtainthem online:

http://support.yealink.com/documentFront/forwardToDocumentFrontDisplayPage .
To download template boot, configuration and resource files:

1. Goto Yealink Document Download page and select the desired phone model.
2. Download and extract the combined template files to your local system.

3. Open the folder you extracted and identify the files you want to edit.

Obtaining Phone Information

Before beginning provisioning, you also need the phone information. For example: MAC address,

hardware version and account information of the Teams IP phone

MAC Address: Theunique 12-digit serial number of the Teams IP phone You can obtain it from
the bar code on the back of the phone.

Hardware version : The current hardware version of the Teams IP phone You can view it via

phone user interface or web user interface.

Online Account Information:  Ask your system administrator Teamsonline account

information.


http://support.yealink.com/documentFront/forwardToDocumentFrontDisplayPage
http://support.yealink.com/documentFront/forwardToDocumentFrontDisplayPage

Provisioning Yealink Teams IP Phones

Provisioning Yealink Teams IP phones

This sectionprovides instructions on how Teams IP phones interoperate with provisioning server
for auto provisioning, and shows you four major tasks to configure the phones. It will help users
who are not familiar with auto provisioning to understand this process more easily and quickly.

Interoperating with Pro visioning Server

When Teams IP phones are triggered to perform auto provisioning, it will request to download
the configuration files from the provisioning server. During the auto provisioning process, the
phone will download and update configuration files to the phone flash.

The following figure shows how the phone interoperates with the provisioning server:

Request to Download
Configuration Files

Prowvisioning Server

Download and Ljpdate
Configuration Files
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Auto Provisioning Process

Without Boot Files (Old Mechanism)

The following flowchart shows how TeamsIP phones perform auto provisioning when using
configuration files only:

Trigger auta provisioning

T

Reguest to download the
carfiguration files fram the
provisioning server

k.

— Common.cig exista?

W
Y

Deownlood the Commen.cig
file and update configurations
N inthe downloodead
Common.cfg file to phone

system

L MAC cfg exists?

W

|

Downlood the MAC. cig file
and update configurations in M
the downlooded MAC cfg fila

1o ohona system

l

Continwe 1o auto provisioning
(reboot the phona to make some
configurctions effective if
requirad)

l

End auto provisicning
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With Boot Files (New Mechanism)

The following figure shows auto provisioning flowcharts for TeamsIP phones when using boot files:

Scenario A § Do Not Support Exclude Mode

Trigger auto provisioning

Request to download the boot
and configuration files from the
provisioning serer

|

Dovwniload the MAChoot file and
Mﬁﬁ'ubt-:.ﬂt —Y—s the configuration files in the boot
i file insequence
|
M
¥
yO0000000 Download the
M0 boot —Y—  boot file and the
exicte ? configuration files in the boot file
’ insequence
M

|

Cild Mechanism for
auto provisioning

End auto provisioning 3
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Scenario B § Support Exclude Mode

Trigger auto provisioning

Request to download the boot
and configuration files from the
provisioning server

=

MACboot -, = Download the MAC.boot
exists ? file
Exclude mode
! (parameter: Own model Only downloads
N by —Enabled (1) T ¢ ——Y—— configuration files with
' specific_model.exclu identity ? its own model identity
ded_mode)
¥00000000 o | |
ownload the 4o
—! Disabled (0 N
0000600t ¥ 300000000000.bo0t file isabled (0 v
exists ? eTTr——
1. Download cenfiguration files cu:frgu:‘:i:r?iil;
with its own model identity ,
l.l 2. Download configuration files without ary model

‘

Old Mechanism for
auto provisioning

l

End auto provisioning

without any model identity

identity

Major Tasks for Auto Provisioning

You need to complete four major tasks to configure Yealink Teams IP phones.

The following figure shows an overview of four major provisioning tasks:

1 —— 3 4
- OIIguIng O Obtainingthe Performingthe
Co';id;;,ntgllgﬁk§ Provisioning Server Gt AES iy
ration and Upload “S'Aod" Server prp“"“s"'“
Configuration Files dress ocess
Configuration Files: Provisioning Server: Ways to Obtain the Ways to Perform the Auto
® CommonCFGFile ® FTP Provisioning Server Provisioning Process:
® MAC-Oriented CFG File ® TFTP Address: For phone flash:
® Resource Files ® HTIP e DHCPOptions ® PowerOn
Language File e HTTPS © Phone Flash @ Repadtadly
AutoDSTxanl ® Weekly i
® Auto Provision Now
® Multi-mode Mixed
Except phone flash:
® Startup

For more information on how to manage boot files, refer to Managing Boot Files.

For more information on how to manage configuration files, refer to Managing Configuration
Files
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For more information on how to configure a provisioning server, refer to Configuring a

Provisioning Server.

For more information on how to obtain the provisioning server address, refer to Obtaining the

Provisioning ServerAddress.

For more information on how to perform the auto provisioning process, refer to Triggering the

Phone to Perform the Auto Provisioning.

If you are not familiar with auto provisioning processon Yealink Teams IP phones, you can refer

to An Instance of Auto Provision Configuration.

An Instance of Auto Provision Configuration

This section shows an instance of auto provision configuration.
1. Manage boot files.

Specify the desired URL (e.g.http://10.82.24.5/y000000000058.cfg) of the configuration
files in the boot file (e.g., y000000000000.boot). For more information, refer to Managing

Boot Files.

$lversion:1.0.0.1
## The header above must appear as—i=s in the first line

## [SMODEL] include:config <zxx.cfg>
## [SMODEL, SMODEL] include:config "xxx.cfg"

[T38A] include:config <tftp://10.82.24.5/y000000000058.cfg>
[TSBA,CPY%60]include:config <tftp://10.82.24.5/hutop.cfg>
include:config "features.cfg"

overwrite mode = 1
specific model.excluded mods=0

2. Manage configuration files.
Add/Edit the desired configuration parameters in the CFG file (e.g.y000000000058.cfg) you
want the phone to dow nload. For more information on how to manage configuration files,

refer to Managing Configuration Files.

Eju T T T |l|D| T T O T |2|D| T T O T |3|D| I I I |4|D| I I I |5|D| T T Y I I
flversion:1.0.0.1
gui_lang.url =http://152.168.10.25/013.6UI.English 13.lang

I S R ]
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3. Configure the TFTP server.

1) Place configuration files to TFTP root directory (e.g., DiTFTP Directory).

er » D (D:) » TFTP Directory

Share with + Burn Mew folder

[ 012.GULEnglish_012.Jang|
& yDDDDDDDDDDSS.ng Resource file |

2) Startthe TFTP severThe IP address of the TFTP server is shown as below:

&3 3cDaemon [F=ncn == |
File View Help

TFIR Server Start Time | Peer | Bytes [ Status |
Feb 05, 2015 17:37:25 local 0 Listening for TFTP requests on IP address{192. 168.1.100.|Port &9

The server URL where the Skype for
Business phone downloads
configuration files from s
tftp://192.168.1.100/

3) SelectConfigure TFTP Server. Click the J button to locate the TFTP root directory
from your local system.

3CDaemon

File View Help

TFTR Server Start Time Peer | B.. | Status

Feb 06, 2015 10:32:47 local 0 Listening for TFTP requests on IP address: 192, 168.1 100, Fort &9
3CDaemon Configuration 2
FIP Profiles Syslog Conficuration |
General Configuration TFTP Gonfi guration

Create directory names in incoming file revt
Allow overwrite of existing files? r
Upload/Dowrload D:\IFTE Directeryh J |
Per-packet timeout in seconds |5

Maximon retries 1o
Tt st g

For more information on how to configure a provisioning server, refer to Configuring a

Provisioning Server.

10
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4.

Configure the provisioning server address on the phone.

Yealink | s

Status
Auto Provision
& Network

DHGP Active m (7]
Features

Custom Option 160,161 0
Setfings

DHCP Option Value yeslink Q
Preference

Server URL titp://192.168.1.100/ ‘ 0
Time&Date

Username 0
Upgrade

Password | 0
Auto Provision

Attempt Expired Time(s) 5 0
Configuration

Common AES Key 0
Tones

MAG-Griented AES Key Q
Power Saving

Power On m 0

@ Ssecurity

Repeatedly o

Interval(Minutes) 1440 0

Time i] i] 0 1] e

Day of Week Sunday Monday Tuesday o

2 wednesday B2 Thursdav

For more information on how to obtain the provisioning server address refer to Obtaining

the Provisioning ServerAddress.

11
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5. Trigger the phone to perform the auto provisioning.

Yealink | +ss

© status
Netwaork

& Fe

'ﬂ' Seitings
Preference
Time&Date
Upgrade
Auto Provision
Connguration
Tones
Power Saving

@ Security

For more information on how to trigger the phone to perform the auto provisioning , refer to

DHCP Option Value

Server URL

Username

Password

Attempt Expired Time(s)

Common AES Key

MAC-Oriented AES Key

Power On

Repeatedly

Interval(Minutes)

Time

Day of Week

yealink

titp:/f192 1681100/

© ©®© © © © 0 0© 0 0 © © 0

©

Easunday Emonday [ Tuesday
B wednesday [ Thursday

B Friday Saturday

—

m Gancel

Triggering the Phone to Perform the Auto Provisioning .
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Managing Boot Files

Yealink IP phones can download CFG fileseferenced in the boot files. Before provisioning, you
may need to edit and customize your boot files.

Yealink supports the following two types of boot files:

MAC-Oriented boot file (e.g., 00156574b150.boot)
Common boot file (y0O00000000000.boot)

You can edit the template boot file directly or create a new boot file as required. Open each
boot file with a text editor such as UltraEdit.

Editing Common Boot File

The common boot file is effective for all phones.1 t uses a yd0DOOAORDOOA.BoaRES |
the file name.

The following figure shows the contents of the common boot file:

F!versinn:l.ﬂ.ﬂ.l
#% The header above must appear as-i=2 in the first line

include:config <xxx.cfg>
include:config "=zxx.cfg”

overwrite mode = 1

The following table lists guidelines you need to know when editing the boot file:

Iltem Guidelines

It must be placed in the first line.
#lversion:1.0.0.1
Do not edit and delete.

## The header above

The |l ine beginning with J#DzZis c
must appear as-is in the

N You can use | #DZto make any comm
first line

1) Each ] ismereatdan Bzecify a URL where a configuration

file is stored. The configuration file format must be *.cfg.
2) The URL in <> or JDZsupports t
include:config <xxx.cfg> ) ) ]
Relative URL (relative to the boot file):

include:config "xxx.cfg" ) ) )
For example, sip.cfg, HTTP Directory/sip.cfg

Absolute URL:

For example, http://10.2.5.258/HTTP Directory/sip.cfg

13
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Iltem

Guidelines

The URL must point to a specific CFG fileThe CFG files are
downloaded in the order listed (top to bottom). The parameters in
the new downloaded configuration files will override the duplicate
parameters in files downloaded earlier.

3) The JincludeDZ statement can be

needed.

4) The [$MODEL] can be added to specify settings for specific phone
models. $MODEL represents the phone model name. The valid
phone model names are: T58A, T56A and CP960. Multiple phone
models are separated by commas. For example, [58A, CP96(

overwrite_mode

Enable or disable the overwrite mode. The overwrite mode is applied
to the configuration files specified to download. Note that it only

affects the parameters pre-provisioned via central provisioning.

1-(Enabled)- If the value of a parameter in configuration files is left
blank, or if a non-static parameter in configuration files is deleted or
commented out, the factory default value take s effect.

0-(Disabled) - If the value of a parameter in configuration files is left
blank, deleted or commented out, the pre -configured value is kept.
Note : This parameter can only be used in boot files. If a boot file is

used but the value of the parameter J over wr it e_mod g
configured, the overwrite mode is enabled by default.

specific_model.excluded_

mode

Enable or disable the exclude mode. The exclude mode applies to the
configuration files specified in the boot file.

0-Disabled (Append Mode), the phone downloads its own
model-specific configuration files, and downloads other
model-unspecified configuration files.

1-Enabled (Exclude Mode), the phone attempts to download its own
model-specific configuration files; if there is no own model -specific
configuration files found on the server, it downloads
model-unspecified configuration files.

Note : Exclude mode can only be used in boot files. If a boot file is used
but the value of the parameter ]

configured, the exclude mode is disabled by default.

14
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Creating MAC -Oriented Boot File

The MAG Oriented boot file is only effective for the specific phone. It uses the 12 digit MAC

address of the IP phone as the file name. For example, if the MAC address of the phone is
805EC0319692the MAC-Oriented boot file has to be named as 805EC0319692boot

(case sensitive) respectively.

If you want to create a MAC-Oriented boot file for your phone, follow these steps:

To create a MAC -Oriented boot file:

Create a boot file for your phone. Ensure the file complies with the guidelines that are listed

in Editing Common Boot File.

Copy the contents from the common boot file and specify the configuration files to be

downloaded.

One or more configuration files can be referenced in the boot file. The following takes two

configuration files for example:

BO5ECD319692.boot™ x
E]H.||||||1|D|||||||||2|D|..|||..|3|D|..||...|4|D|||||||||5|D||||||||

1 #!version:1.0.0.1
2 #% The header above must appear as—-is in the first line

4linclude:config "features.cfg"
include:config "network.cfg"

]

overwrite mode = 1

3.

Save the changes and close the MACOriented boot file.

You can also make a copy of the common boot file, rename it and then edit it.

15
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Managing Configuration Files

Auto provisioning enables Yealink Teams IP phones to update themselves automatically via
downloading Common CFG, MAG Oriented CFG, custom CFG andMAC-local CFGfiles. Before

provisioning, you may need to edit and customize your configuration files.

You can edit the template files directly or create a new CFG file as required Open each

configuration file with a text editor such as UltraEdit .

For more information on description of all configuration parameters in configuration files, refer

to the latest Administrator Guide for your phone on Yealink Technical Support

Editing Common CFG File

The Common CFG file is effectual for allphones of the same model. It uses a fixed name
jy0000000000XX.cfd@ds the file name, where "XX" equals to the first two digits of the hardware

version of the Teams IP phonemodel.

The names of the Common CFG filerequirements for the phone model are:

Phone Model Common CFG file
T58A y000000000058.cfg
T56A y000000000056.cfg
CP960 y000000000073.cfg

Common CFG file contains configuration parameters which apply to phones with the same

model, such as language andtime&date .

17
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The following figure shows a portion of the common CFG file:

fiversion:1.0.0.1

I

1ync I
##It is used for importing license.
lync_license dat.url =
## Hostname E]

##It configures the DHCP option 12 hostname on the IP phone.
statvic.network.dhep_host_name =

Network Advanced #*

##It enables or disables the PC port.0-Disabled,l-Auto Negotiationm.
##The default value is 1.It takes effect after a reboot.
static.network.pc_port.enable =

#4#The default value is 0.It takes effect after a reboot.
static.network.internet_port.speed duplex =
static.nerwork.pc_port.speed duplex =

##It enables or disables the phone to use manually configured static IPv4 DNS when Internet (WAN) port type for IPv4 is configured as DHCP.
##0-Disabled (use the IPv4 DNS obtained by DHCP)  1-Enabled
##The default value is 0.1t takes effect after a reboot.
static.network.static_dns_snable =
static.network.ipvé_static_dns enable =

The following table lists guidelines you need to know when editing the common CFG file:

Item

Guidelines

The |l ine beginning with J#DZi s

#lversion:1.0.0.1

It must be placed in the first line.

Do not edit and delete.

Filename

The filename complies with the requirements that are listed in the
above table.

Line formats and

Rules

Each line must use the following format and adhere to the following

rules:

Configuration Parameter= Valid Value

1 Separate each configuration parameter and value with an equal

sign.
1 Setonly one configuration parameter per line.

i Put the configuration parameter and value on the same line, and
do not break the line.

1  The [$MODEL] can be added to the front of configuration
parameter to specify the value for specific phone groups.
$MODEL represents the phone model. The valid phone models
are: T58A, T56A and CP960. Multiple phone models are
separated by commas. For example, [T58A, CP960]

Note : The phone updates model-specific configurations and those

model-unspecified configurations.
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Editing MAC-Oriented CFG File

The MAG Oriented CFG filesare only effectual for the specific phone. They use the 12-digit MAC

address of the phone as the file name. For example, if the MAC address of the phone is

0015651130F9the MAC-Oriented CFGfile has to be named as 00156511309.cfg (case sensitive)

respectively.

MAC-Oriented CFG filecontains configuration parameters which are expected to be updated

per phone, such as the registration information.

The following figure shows a portion of the MAC-Oriented CFGfile:

#!version:1.0.0.1

##File header "#!version:1.0.0.1" can not be edited or deleted, and must be placed in the first line.##

- ST T TRt

i Time ##

8 ##It configures the time zone.For more available time zones, refer to Time Zones on page 215.

2  ##The default value is +B.

10 local_time.time zone =

11 ##It configures the time zone name.For more available time zone names, refer to Time Zones on page 215.
12 ##The default time zone name is China(Beijing).

13 local_time.time_zone_name =

16 local time.ntp serverl =

1 local_time.ntp_server2 =

is8 ##It configures the update interval (in seconds) when using the NTP server.
19 ##The default value is 1000.Integer from 15 to 86400

20 local_time.interval =

22 ##It enables or disables daylight saving time (DST) feature.
23 ##0-Disabled, 1-Enabled, 2-Automatic.

24 ##The default value is 2.

25 local_time.summer_time =

26

27 ##It configures the way DST works when DST feature is enabled.
28 ##0-D5T By Date ,1-DST By Week.

28  ##The default value is 0.
30 local_time.dst_time_type =

The following table lists guidelines you need to know when editing the MAC -Oriented CFG file:

Item Guidelines

The |l ine beginning with J#DZi s

#lversion:1.0.0.1

It must be placed in the first line.

Do not edit and delete.

Filename The filename matches the MAC address of your phone.

Each line must use the following format and adhere to the following

rules:

Configuration Parameter=Valid Value

Line formats and 1 Separate each configuration parameter and valuewith an equal

Rules sign.

1  Setonly one configuration parameter per line.

1 Put the configuration parameter and value on the same line, and
do not break the line.
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Item Guidelines

1  The [$MODEL] can be added to the front of configuration
parameter to specify the value for specific phone groups.
$MODEL represents the phone model. The valid phone models
are: T58A, T56A and CP960. Multiple phone models are
separated by commas. For example, [T58A, CP960]

Note : The phone updates model-specific configurations and those

model-unspecified configurations.

Creating a New CFGFile

If you want to create a new CFG file for your phone, follow these steps:

To create a new CFG file:

1. Create a CFG file for your phone. Ensurehe file complies with the guidelines that are listed

in Editing Common CFG Fileor Editing MAC-Oriented CFG File

2. Copy configuration parameters from the template configuration files and set the valid
values for them.

settings.cfg™ x

1 #!version:1.0.0.1
3 ##File header "§!version:1.0.0.1" can not be edited or deleted, and must be placed in the first line.
4| voice.tone.country =

5|voice.tone.dial =

élgui_lang.url =

7|gui lang.delete =

2wui_lang.url =

2wui_lang_note.url =

10 ‘wi_lang.delete =

3. Savethe changes and close the CFG file.

You can also make a copy of the template configuration file, rename it and then edit it.

Managing MAC -local CFG File
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By default, MAClocal CFG fileautomatically stores non-static settings modified via web user

interface or phone user interface. This file is stored locally on the IP phone, but acopy can also

be uploaded to the provisioningserver. Thi s f il e enables the phone t

personalization settings, even after auto provisioning. As with the MAC-Oriented CFG files,

MAC-local CFG files are only effective for the specific phone. Thewse the 12-digit MAC address

of the IP phone as the file name. For example, if the MAC address of the phone is 00156574B150,

MAC-local CFG filehas to be named as 00156574b150 local.cfg (case sensitive).

If your IP phone with the current firmware version cannot generate a <MAC>-local.cfg file, the
phone will automatically generate a MAC-local CFG file after it is upgraded to the latest
firmware.

For more informationonhowto keep user Qs per sonalthedatesti on
Administrator Guide for your phone on Yealink Technical Support

setti

(o]

keep

ngs,


http://support.yealink.com/documentFront/forwardToDocumentFrontDisplayPage

Managing Configuration Files

We recommend you do not edit the MAC -local CFG file. If you really want to edit MAG local
CFG file, you can export andthen edit it.

For more information on how to export CFG files, refer to the latest Administrator Guide for
your phone on Yealink Technical Support

Encrypting Configuration Files

To protect against unauthorized access and tampering of sensitive information, you can encrypt
configuration files using Yealink Configuration Encryption Tool. AES keys must be 16 chracters
and the supported characters contain: 0 ~ 9, A ~ Z, a ~ zand the following special characters are
also supported: #$% * + ,-.:=? @ [] " _{} ~ For more information on how to encrypt

configuration files, refer to Yealink Configuration Encryption Tool User Guide
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Managing Resource File

Managing Resource Files

Before provisioning, you may need to edit and customize your resource files.

You can edit the template resource files directly or create a new resource file as required.Open
each resource file with a text editor such as UltraEdit.

Customizing Resource Files

When configuring some particular features, you may need to upload resource files to Teams IP
phones, such aspersonalized ring tone file and language package file. Yealink supplies the
following resource file templates:

Template File File Name
AutoDST Template AutoDST.xml
For example,
Language Packs 000.GUI.English.lang
1.English.js

Ask the distributor or Yealink FAE for resource file templates. For more information on
explanations of the configuration parameters, refer to Yealink Teams HD IP Phones
Administrator Guide.
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Configuring a Provisioning Server

Configuring a Provisioning Server

Yealink Teams IP phones support using FTP, TFTP, HTTP and HTTPS protoctdsdownload
configuration files. You can use one of these protocols for provisioning. The TFTPprotocol is
used by default. The following section provides instructions on how to configure a TFTP server.

We recommend that you use 3CDaemon or TFTIP32 as a TFTP serveBCDaeman and TFTPD32
are free applications for Windows. You can download 3CDaemononline:
htto.//www.oldversion.com/3Com -Daemon.htm/ and TFTR32 online: Atip./tfiod32. jounin.net/ .

For more information on how to configure FTP and HTTP servers, refer taConfiguring an FTP

Serverand Configuring an HTTP Server

Preparing a Root Directory

To prepare a root directory:

1. Create a TFTP root directory on the local system (e.g., DTFTP Directory).

2. Place the boot files, configuration files and resource files to this root directory.

Address D TFTP Directory b Go
¥ | netwark, cfg

| <=ip.cfg
¥|features.cfg

= 000000000000, baat
' Cuskomring. way

3. (Optional.) Set security permissions for the TFTP directory folder.

You need to define a user or a group name, and set the permissions: read, write or modify.
Security permissions vary by organizations.
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An example of configuration on the Windows platform is shown as below:

General | Sharing| Security | Customize

EKDUD Or user names

m Administrators (VANS TD80\Administrators) A
€7 CREATOR OWNER
m Everyone
€ Hil, James (jahill@myservername.com)
€% SYSTEM v
< >

I Add ] [ Remove ]

i
=
-3
=
o
(1]
2

Permissions for Everyone

Full Control O 0 =
Modify O

Read & Execute O

List Folder Contents O

Read |

Write O 3
Crmmminl | Davrminnimenn

For special permissions or for advanced settings, Nidumnoadd
click Advanced =

0K ]l Cancel H Apply J

Configuring a TFTP Server

If you have a 3CDaemon application installed on your local system, use it directly. Otherwise,

download and install it.
To configure a TFTP server:

1. Double click 3CDaemonexe to start the application. A configuration page is shown as
below:

2 3CDaemon ===

Fle View Help

IFIF Server Start Time [ Peer [ Bytes [ status
Feb 06, 2015 10:32:47 local 0 Listening for TFTP requests on IP address: 192.168.1.100, Port 68

ET0d
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2.  SelectConfigure TFTP Server. Click the

your local system:

.| button to locate the TFTP root directory from

& 2CDaemon
File View Help

TFTF Server

Start Time Peer

[e.. | status

Feb 06, 2015 10:32:47 local

0 Listening for TFTP requests on IP address: 182. 168.1.100, Pert 59

3CDaemon Configuration

Syslog Configwration
TFTP Configuration

FIF Profiles
General Configuration

Create directory names in incoming file ref

Kllow overurite of emisting files? r

[0:\TFTE Directorst Bl |
g
0
o

Upload/Download

Fer-packst timeout in zeconds

Maximun retries

Interframe transmizsien

=
l

3.  Click the Confirm button to finish configuring the TFTP server.

TheserverURL] t f t p¢ Heé i €/ DI tReDE andressnobthe provisioning server, for
example,DZ f t p: / / 19 Z4s.wheBe8he fhorte Gddvnidags configuration files from.
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Obtaining the Provisioning Server Address

Obtaining the Provisioning Server Address

Yealink Teams IP phones support obtaining the provisioning server addressin following ways:

DHCPOptions

Phone Flash

The priority of obtaining the provisioning server address is as follows: DHCPOption s (Custom
option -->option 66 -->option 43)-->Phone Flash

The following sections detail the process of each way(take the T58A Teams IP phoneas an
example).

DHCP Options

Yealink Teams IP phones support obtaining the provisioning server address by detecting DHCP

options during startup .

The phone will automatically detect the option 66 and option 43 for obtaining the provisioning
server address. DHCP option 66 is used to identify the TFTP server. DHCP option 43 is a
vendor-specific option, which is used to transfer the vendor-specific information.

If DHCP option 66 and 43 are not available, you can configure the phone to obtain the
provisioning server address via a custom DHCP option160 or 161. To obtain the provisioning
server address via acustom DHCP option, make sure the DHCP option is poperly configured on
the phone. The custom DHCP option must be in accordance with the one defined in the DHCP

server.

For more information on how to configure a DHCP server, refer to Configuring a DHCP Server
To configure the DHCP option via web user interface:

1. Clickon Settings ->Auto Provision .

2. Enablethe DHCP Active.
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3. Enter the desired value in the Custom Option (128~254) field.

Yealink | e

O staius
Aute Provision

@ Network

DHCP Active [on @)
& Features

Custom Option 160,161
£ Settings

DHGP Option Value yealink

Preference
Server URL M7: screensaver background=Default

Time&Date
Username

Upgrade
Password

Auto Provision
Attempt Expired Time(s

> © © © ®© © ® ©

Configuration
Common AES Key

4. Click Confirm to accept the change.

During startup, the phone will broadcast DHCP request with DHCP options for obtaining the
provisioning server address. The provisioning server address will be found in the received DHCP
response message.

After the Teams IP phoneobtains the provisioning server address from the DHCPserver, it will

connect to the provisioning server and perform the auto provisioning process during startup .
For more information on the DHCP options, refer to Yealink TeamsHD IP Phones Administrator
Guide.

The following figure shows the example messages of obtaining the TFTP server address from a
custom DHCP option 128:

Right click the root node of the custom option (e.g., option 128) shown on the above figure, and

select Copy->Bytes->Printable Text Only. Paste the copied text in your favorite text editor to
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